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Secure Systems with Al-powered
compliance

DefenseEye.ai provides cybersecurity, risk, and compliance
automation solutions forgovernmentand defense contractors.

With 20+ years of experience, we strengthen security, optimize
efficiency, and ensure compliance with CMMC, NIST, DFARS, and

DefenseEye Corporation
complexcyber threats.
Office

Redmond WA 98052

Contact

Mahesh Coimbatore

Principal Al Cybersecurity Consultant
CellPhone: +1-425-533-4112
mahesh@defenseeye.ai

Website
www.defenseeye.ai

Core Competencies

Regulatory & Compliance Automation
Al-powered risk assessments, continuous real-time compliance monitoring,
and automated policy enforcement for CMMC.

Cloud & On-Prem Security Solutions

Al-driven security frameworks designed formulti-cloud, hybrid, and
on-prem environments. Implements zero-trust architecture, advanced
access controls, and continuous threat detection to meet federal
cybersecurity mandates
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Security & Compliance as a Service (SCaaS)

Fully managed, Al-powered security and privacy solutions delivering
real-time monitoring, automatedrisk reduction, and rapidincident
response. Provides proactive threat mitigation and ensures continuous
compliance for federalagencies.
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CMMC Lens for Compliance
Acceleration

Mitigating Al-Related Risks

Transparent, unbiased, and secure Al
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Our proprietary CMMC Lens provides
real-time compliance insights, cutting
manual effortby 40% and accelerating
auditreadiness.

Al-DrivenRisk & Compliance
Automation

Automated cybersecurity risk
assessments, improving accuracy while
reducing manual workload.

compliance assessments, addressing
dataintegrity, biasinrisk scoring, and
model explainability under strict DoD
cybersecurity standards

Proactive Risk Mitigation

|dentifies, prioritizes, and remediates
compliance gaps before audits, ensuring
continuous cybersecurity readiness.

FedRAMP, leveraging Al driven innovative technologies to tackle

Unique Entity ID
E4DYPCKN7YN8

CAGE Number
97ZDL5

NAICS Codes

e 513210 - Software Publishers

o 541511 - Custom Computer Programming
Services

o 541519 - Other ComputerRelated
Services

e 541690 - Other Scientific And Technical
Consulting Services

Product and Service Codes (PSC)
e DJIO - It And Telecom - Security And
Compliance As A Service

e 720

e DFIO

o DAIO

Government credit cards accepted
o VISA
e Mastercard

Government & DoD-Focused

 Builtfor federalagencies and defense
contractors, aligning with CMMC, NIST
800-171, and DFARS compliance
mandates.

o Adaptable dual-use solution that
meets both governmentand
private-sector security needs.
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Secure Systems with Al-powered
o DefenseEye compliance

DefenseEye.ai provides cybersecurity, risk, and compliance
automation solutions forgovernmentand defense contractors.

With 20+ years of experience, we strengthen security, optimize
efficiency, and ensure compliance with CMMC, NIST, DFARS, and
FedRAMP, leveraging Al driven innovative technologies to tackle
complexcyber threats.

Personal Experience

Specialized expertise in federal, state, and local government cybersecurity requirements, ensuring full compliance with evolving security
mandates.

Department of Veterans Affairs (VA) ATO Sponsor at Awards, Recognition,
UiPath - FedRAMP Security Compliance Professional Organizations

e Led cross-functionalteams to achieve ATO (Authority to Operate) for UiPath’s
SaaS solutions

e Strengthened security posture from 30% to 90% compliance through automated FedRAMP Success Recognition - Led
risk monitoring cross-functional securityroadmap
achieving Agency ATO at UiPath
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¢ Worked with external auditors (3PAO) and internal teams to streamline annual

assessments
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Microsoft Hackathon Winner (Top 2 out

of 1,200+ projects) - Developed
Microsoft - Enterprise Security & Compliance HoloLens-based medical smergency

Automation response solution

o Developed Al Chatbot-driven Risk and Compliance automation, saving $20Min
Security Incident support costs for enterprise customers | Made the difference award at Microsoft
¢ Managed Azure Security and Cloud Operations for enterprise security programs | forleading critical go-to-market Sales

o Implemented penetration testing and security automation for high-profile cloud | andOperationsinitiatives

platforms




